Organizational Structure and Responsibility

200.1 PURPOSE AND SCOPE
The organizational structure of this department is designed to create an efficient means to accomplish our mission and goals and to provide for the best possible service to the public.

200.2 DIVISIONS
The Chief of Police is responsible for administering and managing the University of California Irvine Police Department. There are five divisions in the Police Department as follows:

- Administrative Services Division
- Operations Division
- Support Services Division
- UCI Health Public Safety Division
- Emergency Management Division

200.2.1 EMERGENCY MANAGEMENT DIVISION
The University of California, Irvine Emergency Management Division is led by the UCI Police Department's Emergency Manager, who reports to the Assistant Chief of Police. The Emergency Services Division serves as the administrative unit charged with creating the framework within which the University can reduce vulnerability and sensitivity to hazards and cope with crisis and disasters. The Division also administers UC Irvine’s Disclosure of Campus Security Policy & Campus Crime Statistics Act (Clery Act).

200.2.2 ADMINISTRATIVE SERVICES DIVISION, OPERATIONS DIVISION, AND INVESTIGATION DIVISION
The University of California, Irvine Administrative Services Division Director, Operations Division Lieutenant, and Support Services Division Lieutenant are commanded by the Assistant Chief of Police, whose primary responsible is to provide management direction and control for the divisions.

200.3 COMMAND PROTOCOL

200.3.1 SUCCESSION OF COMMAND
The Chief of Police exercises command over all personnel in the Department. During planned absences the Chief of Police will designate the Assistant Chief of Police, or in the absence of the Assistant Chief of Police, a Lieutenant to serve as the acting Chief of Police.

Except when designated as above, the order of command authority in the absence or unavailability of the Chief of Police is as follows:

(a) Assistant Chief of Police
(b) Operations Lieutenant
(c) Support Services Lieutenant
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(d) UCI Health Public Safety Lieutenant
(e) Watch Commander

200.3.2 UNIT OF COMMAND
The principles of unity of command ensure efficient supervision and control within the Department. Generally, each employee shall be accountable to one supervisor at any time for a given assignment or responsibility. Except where specifically delegated authority may exist by policy or special assignment, any supervisor may temporarily direct any subordinate if an operational necessity exists.

200.3.3 ORDERS
Members shall respond to and make a good faith and reasonable effort to comply with the lawful order of a superior.
Staffing Levels

201.1 PURPOSE AND SCOPE
The purpose of this policy is to ensure that proper supervision is available for all shifts. The Department intends to balance the employee's needs against the need to have flexibility and discretion in using personnel to meet operational needs. While balance is desirable, the paramount concern is the need to meet operational requirements of the Department.

201.2 MINIMUM STAFFING LEVELS

Watch Commander: Minimum staffing levels should result in the scheduling of at least one sergeant on duty whenever possible.

UC Irvine Campus: Watch Commanders will ensure that at least two police officers are deployed during each watch at the UC Irvine campus. In the absence of a Lieutenant or Sergeant on-duty at UCI Health, the UC Irvine campus Watch Commander will ensure minimum staffing levels for UCIMC are maintained.

UC Irvine Health: Watch Commanders will ensure that at least one police officer and three security personnel are deployed during each watch at the UCI Health Medical Center. Additionally, Watch Commanders will ensure at least one security officer is deployed at the UCIMC Santa Ana Clinic and at the Anaheim Clinic during business hours at each clinic.

201.2.1 SUPERVISION DEPLOYMENTS
In order to accommodate training and other circumstances, an officer may be used as watch commander in place of a Sergeant or Corporal for a limited period of time with authorization from the Lieutenant.
Emergency Management Plan

202.1 PURPOSE AND SCOPE
The University of California, Irvine has an Emergency Management Plan for use in the event of a major disaster or other emergency event. The plan provides for a strategic response by designated employees and assigns specific responsibilities in the event the plan is activated.

202.2 ACTIVATING THE EMERGENCY PLAN
The Emergency Management Plan can be activated by the Vice Chancellor for the Division of Finance & Administration, the Assistant Vice Chancellor of Facilities Management and Environmental Health and Safety, or the Chief of Police. For the Police Department, the Chief of Police or the highest ranking official on duty may activate the Emergency Management Plan in response to a major emergency.

202.2.1 RECALL OF PERSONNEL
In the event that the Emergency Management Plan is activated, all employees of the University of California Irvine Police Department are subject to immediate recall. Employees may also be subject to recall during extraordinary circumstances as deemed necessary by the Chief of Police or the authorized designee.

Failure to promptly respond to an order to report for duty may result in discipline.

202.3 LOCATION OF THE PLAN
The Emergency Management Plan is available online at: http://www.police.uci.edu/em/EmergencyManagementPlan.pdf. All supervisors should familiarize themselves with the Emergency Management Plan and what roles police personnel will play when the plan is implemented.

202.4 UPDATING OF MANUALS
The Chief of Police or designee shall review the Emergency Management Plan at least once every two years to ensure that the plan conforms to any revisions made by the National Incident Management System (NIMS) and the Standardized Emergency Management System (SEMS) and should appropriately address any needed revisions.
Administrative Communications

203.1 PURPOSE AND SCOPE
Administrative communications of this department are governed by the following policies.

203.2 DEPARTMENT E-MAIL
Department E-mail may be issued periodically by the Chief of Police or their designee to announce and document all promotions, transfers, hiring of new personnel, separations, personnel and group commendations, or other changes in status.

203.3 CORRESPONDENCE
In order to ensure that the letterhead and name of the Department are not misused, all external correspondence shall be on Department letterhead. Personnel should use Department letterhead only for official business and with approval of their supervisor.

203.4 SURVEYS
All surveys made in the name of the Department shall be authorized by the Chief of Police.
Electronic Mail

204.1 PURPOSE AND SCOPE
The purpose of this policy is to establish guidelines for the proper use and application of the Department’s electronic mail (email) system by employees of this department. Email is a communication tool available to employees to enhance efficiency in the performance of job duties and is to be used in accordance with generally accepted business practices and current law (e.g., California Public Records Act). Messages transmitted over the email system must only be those that involve official business activities or contain information essential to employees for the accomplishment of business-related tasks and/or communication directly related to the business, administration, or practices of the Department.

204.2 EMAIL RIGHT OF PRIVACY
All email messages, including any attachments, that are transmitted over department networks are considered department records and therefore are department property. The Department reserves the right to access, audit or disclose, for any lawful reason, any message including any attachment that is transmitted over its email system or that is stored on any department system.

The email system is not a confidential system since all communications transmitted on, to or from the system are the property of the Department. Therefore, the email system is not appropriate for confidential communications. If a communication must be private, an alternative method to communicate the message should be used instead of email. Employees using the Department’s email system shall have no expectation of privacy concerning communications utilizing the system.

Employees shall not use personal accounts to exchange email or other information that is related to the official business of the Department.

204.3 PROHIBITED USE OF EMAIL
Sending derogatory, defamatory, obscene, disrespectful, sexually suggestive and harassing or any other inappropriate messages on the email system is prohibited and may result in discipline.

Email messages addressed to the entire department are only to be used for official business related items that are of particular interest to all users and must be approved by the Chief of Police, Assistant Chief of Police, or a Lieutenant. Personal advertisements are not acceptable.

It is a violation of this policy to transmit a message under another user’s name. Users should log off the network when their computer is unattended. This added security measure would minimize the misuse of an individual’s email, name and/or password by others.

204.4 UNIVERSITY OF CALIFORNIA ELECTRONIC COMMUNICATIONS POLICY
The University of California encourages the use of electronic communications to share information and knowledge in support of the University’s mission of education, research and public service and to conduct the University’s business. To this end, the University supports and provides interactive
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electronic communications services and facilities for telecommunications, mail, publishing, and broadcasting. Recognizing the convergence of technologies based on voice, video, and data networks, as Presidential Policy, the University of California Electronic Communications Policy establishes principles, rules, and procedures applying to all members of the University community to specifically address issues particular to the use of electronic communications. It clarifies the applicability of law to electronic communications and references other University guidelines to ensure consistent application of the Electronic Communications Policy on all University campuses.

A full copy of the University's Electronic Communications Policy can be found at:

Training Policy

205.1 PURPOSE AND SCOPE
It is the policy of this department to administer a training program that will provide for the professional growth and continued development of its personnel. By doing so, the Department will ensure its personnel possess the knowledge and skills necessary to provide a professional level of service that meets the needs of the community.

205.2 PHILOSOPHY
The Department seeks to provide ongoing training and encourages all personnel to participate in advanced training and formal education on a continual basis. Training is provided within the confines of funding, requirements of a given assignment, staffing levels, and legal mandates. Whenever possible, the Department will use courses certified by the California Commission on Peace Officer Standards and Training (POST).

205.3 OBJECTIVES
The objectives of the Training Program are to:

(a) Enhance the level of law enforcement service to the public.
(b) Increase the technical expertise and overall effectiveness of our personnel.
(c) Provide for continued professional development of department personnel.

205.4 TRAINING PLAN
A training plan will be developed and maintained by the Support Services Lieutenant who is the Training Manager. It is the responsibility of the Support Services Lieutenant to maintain, review, and update the training plan on an annual basis. The plan will address the following areas:

- Legislative changes
- State mandated training
- Critical issues training
- Agency-specific training

205.5 TRAINING NEEDS ASSESSMENT
The Training Manager will conduct an annual training-needs assessment of the Department. The needs assessment will be reviewed by the Chief and Command staff. Upon approval by the Chief, the needs assessment will form the basis for the training plan for the fiscal year.

205.6 TRAINING COMMITTEE
The Training Manager shall establish a Training Committee, which will serve to assist with identifying training needs for the Department.
The Training Committee shall be selected based on their abilities at post-incident evaluation and at assessing related training needs. The Training Manager may remove or replace members of the committee at his/her discretion.

The Training Committee should review certain incidents to determine whether training would likely improve future outcomes or reduce or prevent the recurrence of the undesirable issues related to the incident. Specific incidents the Training Committee should review include, but are not limited to:

(a) Any incident involving the death or serious injury of an employee.
(b) Incidents involving a high risk of death, serious injury or civil liability.
(c) Incidents identified by a supervisor as appropriate to review to identify possible training needs.
(d) Supervisor’s Use of Force Review forms and Supervisor’s Weapons Drawn Review forms.

The Training Committee should convene on a quarterly basis as determined by the Training Manager to review the identified incidents. The committee shall determine by consensus whether a training need exists and then submit written recommendations of its findings to the Training Manager. The recommendation should not identify specific facts of any incidents, such as identities of employees involved or the date, time and location of the incident, but should focus on the type of training being recommended.

The Training Manager will consider the recommendations of the committee and determine what training should be addressed, taking into consideration the mission of the Department and available resources.

205.7 TRAINING PROCEDURES

(a) All employees assigned to attend training shall attend as scheduled unless previously excused by their immediate supervisor. Excused absences from mandatory training should be limited to the following:

1. Court appearances
2. First choice vacation
3. Sick leave
4. Physical limitations preventing the employee’s participation.
5. Emergency situations

(b) When an employee is unable to attend mandatory training, that employee shall:

1. Notify his/her supervisor as soon as possible but no later than one hour prior to the start of training.
2. Document his/her absence in a memorandum to his/her supervisor.
3. Make arrangements through his/her supervisor and the Training Manager to attend the required training on an alternate date.
205.8 DAILY TRAINING BULLETINS
The Lexipol Daily Training Bulletins (DTBs) is a web-accessed system that provides training on the University of California Irvine Police Department Policy Manual and other important topics. Generally, one training bulletin is available for each day of the month. However, the number of DTBs may be adjusted by the Training Manager.

Personnel assigned to participate in DTBs should only use the password and login name assigned to them by the Training Manager. Personnel should not share their password with others and should frequently change their password to protect the security of the system. After each session, employees should log off the system to prevent unauthorized access. The content of the DTBs is copyrighted material and shall not be shared with others outside of the Department.

Employees who are assigned to participate in the DTB program should complete each DTB at the beginning of their shift or as otherwise directed by their supervisor. Employees should not allow uncompleted DTBs to build up over time. Personnel may be required to complete DTBs missed during extended absences (e.g., vacation, medical leave) upon returning to duty. Although the DTB system can be accessed from any Internet active computer, employees shall only take DTBs as part of their on-duty assignment unless directed otherwise by a supervisor.

Supervisors will be responsible for monitoring the progress of personnel under their command to ensure compliance with this policy.

The Training Manager will conduct quarterly audits to ensure compliance.
Department Directives

206.1 PURPOSE AND SCOPE
General Orders establish an interdepartmental communication that may be used by the Chief of Police to make immediate changes to policy and procedure consistent with the current Memorandum of Understanding and as permitted by Government Code § 3500 et seq. General Orders will immediately modify or change and supersede sections of this manual to which they pertain.

206.1.1 GENERAL ORDER PROTOCOL
General Orders will be incorporated into the manual as required upon approval of Staff. General Orders will modify existing policies or create a new policy as appropriate and will be rescinded upon incorporation into the manual.

All existing General Orders have now been incorporated in the updated Policy Manual as of the below revision date.

Any General Orders issued after publication of the manual shall be numbered consecutively starting with the last two digits of the year, followed by the number "01" For example, 08-01 signifies the first General Order for the year 2008.

206.2 RESPONSIBILITIES

206.2.1 STAFF
The staff shall review and approve revisions of the Policy Manual, which will incorporate changes originally made by a General Order.

206.2.2 CHIEF OF POLICE
The Chief of Police shall issue all General Orders.

206.3 ACCEPTANCE OF GENERAL ORDERS
All employees are required to read and obtain any necessary clarification of all General Orders.
All employees are required to acknowledge in writing the receipt and review of any new General Order. Signed acknowledgement forms and/or e-mail receipts showing an employee’s acknowledgement will be maintained by the Training Manager.
Retiree Concealed Firearms

207.1 PURPOSE AND SCOPE
The purpose of this policy is to provide guidelines for the issuance, denial, suspension or revocation of University of California Irvine Police Department identification cards under the Law Enforcement Officers’ Safety Act (LEOSA) and California law (18 USC § 926C; Penal Code § 25455).

207.2 POLICY
It is the policy of the University of California Irvine Police Department to provide identification cards to qualified former or retired officers as provided in this policy.

207.3 CALIFORNIA IDENTIFICATION CARD ISSUANCE
Any full-time sworn officer of this department who was authorized to, and did, carry a concealed firearm during the course and scope of his/her employment shall be issued an identification card with a Carrying Concealed Weapon endorsement, "CCW Approved," upon honorable retirement (Penal Code § 25455).

(a) For the purpose of this policy, honorably retired includes all peace officers who have qualified for, and accepted, a service or disability retirement. It shall not include any officer who retires in lieu of termination.

(b) No CCW Approved endorsement shall be issued to any officer retiring because of a psychological disability (Penal Code § 26305).

207.3.1 CALIFORNIA IDENTIFICATION CARD FORMAT
The identification card issued to any qualified and honorably retired officer shall be 2 inches by 3 inches, and minimally contain (Penal Code § 25460):

(a) A photograph of the retiree.

(b) The retiree’s name and date of birth.

(c) The date of retirement.

(d) The name and address of this department.

(e) A stamped CCW Approved endorsement along with the date by which the endorsement must be renewed (not more than one year). If a CCW endorsement has been denied or revoked, the identification card shall be stamped “No CCW Privilege.”

207.4 DENIAL, SUSPENSION OR REVOCATION OF A CALIFORNIA CCW ENDORSEMENT CARD
A CCW endorsement under Penal Code § 25470 for any officer retired from this department may be denied or revoked only upon a showing of good cause. The CCW endorsement may be immediately and temporarily revoked by the Watch Commander when the conduct of a retired peace officer compromises public safety.
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(a) In the event that a CCW endorsement is initially denied, the retired officer shall have 15 days from the date of denial to request a formal hearing. The failure to submit a timely written request for a hearing shall be deemed a waiver of such right. The hearing, absent written agreement between the parties, shall be held no later than 120 days after the request is received.

(b) Prior to revocation of any CCW endorsement, the Department shall provide the affected retiree with written notice of a hearing by either personal service or first class mail, postage prepaid, return receipt requested to the retiree’s last known address (Penal Code § 26315).

1. The retiree shall have 15 days from the date of service to file a written request for a hearing.
2. The hearing, absent written agreement between the parties, shall be held no later than 120 days after the request is received (Penal Code § 26315).
3. The failure to submit a timely written request for a hearing shall be deemed a waiver of such right.

(c) A hearing for the denial or revocation of any CCW endorsement shall be conducted before a hearing board composed of three members, one selected by the Department, one selected by the retiree or his/her employee organization and one selected jointly (Penal Code § 26320).

1. The decision of such hearing board shall be binding on the Department and the retiree.
2. Any retiree who waives the right to a hearing or whose CCW endorsement has been revoked at a hearing shall immediately surrender his/her identification card. The Department will then reissue a new identification card which shall be stamped “No CCW Privilege.”

(d) Members who have reason to suspect the conduct of a retiree has compromised public safety shall notify the Watch Commander as soon as practicable. The Watch Commander should promptly take appropriate steps to look into the matter and, if warranted, contact the retiree in person and advise him/her of the temporary suspension and hearing information listed below.

1. Notification of the temporary suspension should also be promptly mailed to the retiree via first class mail, postage prepaid, return receipt requested (Penal Code § 26312).
2. The Watch Commander should document the investigation, the actions taken and, if applicable, any notification made to the retiree. The memo should be forwarded to the Chief of Police.
3. The personal and written notification should be as follows:
   (a) The retiree’s CCW endorsement is immediately and temporarily suspended.
   (b) The retiree has 15 days to request a hearing to determine whether the temporary suspension should become permanent revocation.
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(c) The retiree will forfeit his/her right to a hearing and the CCW endorsement will be permanently revoked if the retiree fails to respond to the notice of hearing within the 15-day period.

4. In the event that personal contact with the retiree cannot be reasonably achieved in a timely manner, the Watch Commander should attempt to make the above notice of temporary suspension through another law enforcement officer. For example, if a retiree was arrested or detained by a distant agency, the Watch Commander may request that a law enforcement officer from that agency act as the agent of the Department to deliver the written notification.